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* * * First Change * * * *

10.2
User authentication and authorization for MCPTT service 

NOTE 1:
Flow 10.2-1 is a high level user authentication and authorization flow. 3GPP TS 33.180 [19] defines the specific user authentication and authorization architecture required by the MCPTT service in order to realize the MCPTT user authentication and authorization requirements as defined in 3GPP TS 22.179 [2].

A procedure for user authentication is illustrated in figure 10.2-1. The user authentication is performed based on the procedure specified in 3GPP TS 23.280[16].
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1. User Authentication is based on the procedure –“General user authentication and 

authorization for MC services” specified in 3GPP TS 23.280[18].

2. The MCPTT client performs the service authorization with the MCPTT server.


Figure 10.2-1: MCPTT user authentication and registration, single domain

1.
The user authentication is performed as per the general user authentication procedure specified in 3GPP TS 23.280[16].

2.
MCPTT client performs the MCPTT service authorization for the user. Step 2 utilizes the results of step 1.

NOTE 2: The MCPTT server may reject a request for service authorization by an MCPTT user if the number of simultaneous service authorizations for that MCPTT user would be exceeded.
* * * Next Change * * * *

A.5
MCPTT service configuration data

The general aspects of MC service configuration are specified in 3GPP TS 23.280 [16]. The MCPTT service configuration data is stored in the MCPTT server. 

Tables A.5-1 and A.5-2 describe the configuration data required to support the use of on-network MCPTT service. Tables A.5-1 and A.5-3 describe the configuration data required to support the use of off-network MCPTT service. Data in tables A.5-1and A.5-3 can be configured offline using the CSC-11 reference point.
Table A.5-1: MCPTT service configuration data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-5.2.2-001] of 3GPP TS 22.280 [17]
	Levels of group hierarchy for group-broadcast groups (Bc1)
	Y
	Y
	Y

	[R-5.2.3-001] of 3GPP TS 22.280 [17]
	Levels of user hierarchy for user-broadcast groups (Bc2)
	Y
	Y
	Y

	[R-5.8-002] of 3GPP TS 22.280 [17]
	Minimum length (Nc3) of an alphanumeric identifier (i.e. alias) assigned by an MCPTT administrator.
	Y
	N
	Y


Table A.5-2: MCPTT service configuration data (on‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-5.7.2.3.2-002] of 3GPP TS 22.179 [2]
	Timeout value for the cancellation of an in‑progress emergency for an on‑network private call
	N
	Y
	Y

	[R-5.7.2.1.2-002] of 3GPP TS 22.280 [17]
	Time limit for an in-progress emergency related to an on‑network MCPTT group
	N
	Y
	Y

	[R-5.6.5-004] of 3GPP TS 22.179 [2]
	Max on‑network private call (with floor control) duration
	N
	Y
	Y

	[R-6.2.4-003] of 3GPP TS 22.179 [2]
	Hang timer for private calls
	N
	Y
	Y

	[R-6.7.2-008] of 3GPP TS 22.280 [17]
	Max duration of private call (without floor control)
	N
	Y
	Y

	[R-6.2.3.3.1-001] of 3GPP TS 22.179 [2]
	Hierarchy of participant rights to override

	N
	Y
	Y

	[R-6.2.3.5-002] of 3GPP TS 22.179 [2]
	Transmit time limit from a single request to transmit in a group or private call transmission
	N
	Y
	Y

	[R-6.2.3.5-003],
[R-6.2.3.5-004] of 3GPP TS 22.179 [2]
	Configuration of warning time before time limit of transmission is reached (on-network)
	N
	Y
	Y

	[R-6.2.4-005] of 3GPP TS 22.179 [2]
	Configuration of warning time before call hang time (on-network)
	N
	Y
	Y

	[R-6.2.3.2-006] of 3GPP TS 22.179 [2]
	Depth of floor control queue 
	N
	Y
	Y

	[R-6.2.3.2-012] of 3GPP TS 22.179 [2]
	Max time for a user's floor control request to be queued
	N
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Protect confidentiality of signalling (see NOTE)
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Protect integrity of signalling (see NOTE)
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Use signalling protection between MCPTT servers (see NOTE)
	N
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Use floor control protection between MCPTT servers (see NOTE)
	N
	Y
	Y

	
	List of functional alias identities
	
	
	

	[R-5.9a-005] of 3GPP TS 22.280 [17]
	> Functional alias
	Y
	Y
	Y

	[R-5.9a-005] of 3GPP TS 22.280 [17] 
	> Limit number of simultaneous activations
	
	Y
	Y

	[R-5.9a-005] of 3GPP TS 22.280 [17]
	> This functional alias can be taken over
	Y
	Y
	Y

	
	> List of users
	
	
	

	[R-5.9a-005] of 3GPP TS 22.280 [17]
	>> MCPTT ID
	
	Y
	Y

	[R-5.10-001a] of 3GPP TS 22.280 [17]
	Maximum number of successful simultaneous service authorizations of clients from a user
	N
	Y
	Y

	NOTE:
Security mechanisms are specified in 3GPP TS 33.180 [19].


Table A.5-3: MCPTT service configuration data (off‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-5.7.2.3.2-002] of 3GPP TS 22.179 [2]
	Timeout value for the cancellation of an in‑progress emergency for an off‑network private call
	Y
	N
	Y

	[R-5.7.2.1.2-002] of 3GPP TS 22.280 [17]
	Time limit for an in-progress emergency related to an off‑network MCPTT group
	Y
	N
	Y

	[R-5.6.5-004] of 3GPP TS 22.179 [2]
	Max off‑network private call (with floor control) duration
	Y
	N
	Y

	[R-7.4-002] of 3GPP TS 22.179 [2]

[R-7.4-003] of 3GPP TS 22.280 [17]
	Hang timer for private calls in off-network
	Y
	N
	Y

	[R-7.3.3-001],

[R-7.3.3-002],

[R-7.3.3-003] of 3GPP TS 22.179 [2]
	Priority hierarchy for floor control override in off-network
	Y
	N
	Y

	[R-7.3.5-001],

[R-7.3.5-002],

[R-7.3.5-003] of 3GPP TS 22.179 [2]
	Transmit time limit from a single request to transmit in a group or private call.
	Y
	N
	Y

	[R-7.3.5-001],

[R-7.3.5-004] of 3GPP TS 22.179 [2]
	Configuration of warning time before time limit of transmission is reached (off-network)
	Y
	N
	Y

	[R-7.4-004] of 3GPP TS 22.280 [17]
	Configuration of warning time before hang time is reached (off-network)
	Y
	N
	Y

	[R-7.7-001],

[R-7.7-003] of 3GPP TS 22.280 [17]

[R-7.7-002] of 3GPP TS 22.179 [2]
	Default ProSe Per-Packet priority (as specified in 3GPP TS 23.303 [7]) values 
	
	
	

	
	> MCPTT private call signalling
	Y
	N
	Y

	
	> MCPTT private call media
	Y
	N
	Y

	
	> MCPTT Emergency private call signalling
	Y
	N
	Y

	
	> MCPTT Emergency private call media
	Y
	N
	Y

	[R-7.15-001],

[R-7.7-003] of 3GPP TS 22.280 [17]
	Configuration of metadata to log
	Y
	N
	Y


* * * End of Change * * * *


